
RECEIVED

I':~ '''-19l99A *~: .....
!J!!~' . ".

!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!t',i~'F!lIC-=~~'!!!!"!!!" !!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!

.•.
Janu.ry 13, 1994

Mr. william P. Canton
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It w.s with ,~e.t intere.t I re~dthe recent PCC Notice of Propo.ed Rulemaking
concerning Toll Pr.ud. As. ~el.eommuQic.tiQ~.professio~.l who is responsible
for my camp~Y'scommunic.~io.ns, I ~ enco~.g..~by the propos.d rulemaking
be~"l,1se eveD~h.I h.v. t.k.n.,,ac.:tJ..~4..ev.eryprot.c~i'V'e step recommended by
the."I~q'!,~",.,C'.B· v.ndorsto. pec.~e ..y.jty,~~;" :(.c~, 1I.~i~l, 8:1g).i:i'nce toii
fr.\1d. .Jtis. ~s.ible t;~ a~~~e ~--i.t... ·:lOO~·frQ."fraud,. .....'

.,'.- ,'.- '.'J ;:.-:.,. '_ .. ",'

PBX own';~:.bquld not be re8po~.ibl. f07 19.0% of the toil fr.ud if we don't
control:lOO~r..of our destiny. Sinc.. Qur d••tUly i8 not only controlled by our
PBX security prec.utions, but .lso by the information, s.rvice••nd equipment
provided IXCs, LBCs .nd CPRs, the. l.w should reflect that. It is preposterous
to think that the IXCs, LRCs .nd CPR. who .11 h.ve • very important p.rt in this
iss~, h.ve·absolutely no leg.l oblig.tion. to w.rn customers .nd therefore, no
real incentive to stop fr.\1d.

CPRs should be required to provide w.rning. about the risks of toll fr.ud with
their .qUi....t: and provicle reccmaend.d count.r methods. It is critic.l th.t
CPRs ship equipaent without def.ult p.sswords which are well known within the
hacker c~ity. P.sswords should be cre.t.d during the install.tion of the
equipment with the customers full knowledge. CPRs should be reguired to include
security-relatect hardware and softw.re in the price of their sy.tems. When you
buy a c.r, ~ lock .nd key .re provided in the design and price of the c.r.
Not an .djUD~t that you h.ve to purch.se l.ter.

While the Progtams offered by IXCs, such.s XCI Detect, AT&T NetProtect and
Sprint G\1a:l:'d,~~e broken new gound in rel.Uon. to prevt!n,ting toll, fr.ud, they
still don't do enough. Some of these services'~re tooexpensi~e'for smaller
cQJ:!l.Pltonies· and t~e .1l1ucation.l inf0rDlaUon .~~ .up.rfici.l......~onitoring by the
IXC:s shou14 be... ~., p.rt of the b.sip. interexchange-. service off,r.ingJl, .s a~l

c~.nies,' l.~g" ~d' ~~:U" .re vulner.bie" to' -toll' fraud ... I f the' IXe'.were
monitoriQg ALL traffic, there wouldn't be any c••es of toll fr.Ud for periods
longer than a d.y. As h.ckers begin new methods of breaking in t9 systema by \
using 100.1 lines inste.d of 800 numbers, the LECs should ~~~~dr~9doff~rI1?j~~
moni toring services similar to the IXCs. usi ABCDe- ~~
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I applaud the provisions outlined in the NPRM on shared liability. They are
fair and equitable. Shared liability will require clear definitions of the
specific responsibilities of the CPB owner to secure their equipment, the
manufacturer to adequately warn the customer of the toll fraud risks
associated with features of the CPB, and the IXCs and LBCs to offer detection
and prevention programs and educational services. If toll fraud occurs and one
of the parties should fail to meet these responsibilites and prove to be
negligent, then they should bear the cost of the fraud. I do not believe any
damages should be awarded to the aggrieved parties. Should all parties have met
the aforementioned responsibilities, and toll fraud occurs, then liability
should be shared equally.

However, shared liability only addresses the symptom of the problem of toll
fraud and not the cause.

The root of this insidious crime of toll fraud is the hacker community. As the
information highway widens, so do the endless opportunities for hackers to
compromise our communication systems. I do not believe it when the hackers
state they only 'hack' to gain knowledge. If this were the case, there wouldn't
be a toll fraud problem. While it is the hacker who breaks in to the systems
and sells the information, it is the call sell operations that truly profit from
it.

until we come up with an adequate method for law enforcement to catch and
prosecute the.e criminals, toll fraud will continue to grow beyond the $5
billion problea it is today. We must develop legislation that clearly defines
and penalizes this criminal activity and gives law enforcement the tools it
needs to track and prosecute the perpetrators of toll fraud.

Toll fraud is an illegal, fraudulent theft of service. I am encouraged that if
we all work to gether we can make a positive impact on this terrible problem.

Sincerely,

Joyce Deeter
Telecommunications Manager
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CITY OF TEMPE

CO~NICATIONS DIVISION
132 E. 6th Street; Suite B109
Tempe, AZ. 85280

January 11, 1994

Mr. William F. Canton
Acting Secretary
Federal Communications Commission
1919 M Street NW
Washington, D.C. 20554)

RE: CC Docket 93-292----­Dear Mr. Canton:

It was with great interest I read the recent FCC Notice of Proposed Rulemaking
concerning Toll Fraud. As a telecommunications professional who is responsible for
the City of Tempe's communications systems, I am encouraged by the proposed
rulemaking because even though I have taken each and every protective step
recommended by the IXCs, LECs and CPE vendors to secure my systems, I have been
a victim of toll fraud. Moreover, I can still experience toll fraud. It is impossible to secure
my'system 100 % from fraud.

PBX owners should not be responsible for 100% of the toll fraud if we don't control
100 % of our destiny. Since our destiny is not only controlled by our PBX precautions,
but also by the information, services and equipment provided by IXCs, LECs and
CPEs, the law should reflect that. It is ludicrous to think that the IXCs"LECs and CPEs
who aN have a very important part in this issue, have absolutely no legal obligations to
warn customers and therefore, no real incentive to stop fraud.

CPEs should be required to provide warnings about the risks of toll fraud with their
equipment and provide recommended counter methods. It is critical that CPE's ship
equipment without default passwords which are well known within the hacker
community. Passwords should be created during the installation of the equipment with
the customers full knowledge. CPEs should be required to include security-related
hardware and software in the price of their systems. When you buy a car, the lock and
key are provided in the design and price of the car. Not an adjunct that you purchase
later.

. No. QI Copiesroc'd~
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While the programs offered by IXCs, such as AT&T NetProtect, Mel Detect and Sprint
Guard have broken some new ground in relation to preventing toll fraud, they still don't
do enough. Some of these services are too expensive for small users and the
information is superficial. Monitoring by the IXCs should be a part of the basic
interexchange service offerings, as all companies, large and small, are vulnerable to toll
fraud. If the IXCs were monitoring all traffic, there wouldn't be any cases of toll fraud for
periods longer than a day.

As hackers begin new methods of breaking in to systems by using local lines instead of
800 numbers, the LECs should be required to offer monitoring services similar to the
IXCs.

I applaud the provisions outlined in the NPRM on shared liability. They are fair and
eqUitable. Shared liability will require clear definitions of the specific responsibilities of
the CPE owner to secure their equipment, the manufacturer to adequately warn the
customer of the toll fraud risks associated with features of the CPE, and the IXCs and
LECs to offer detection and prevention programs and educational services. If toll fraud
occurs and one of the parties should fail to meet these responsibilities and prove to be
negligent, then they should bear the cost of the fraud. I do not believe damages should
be awarded to the aggrieved parties. Should an parties have met the aforementioned
responsibilities, and toll fraud occurs, then liability should be shared equally.

However, shared liability only addresses the symptom of toll fraud and not the cause.

The root of this insidious crime of toll fraud is the hacker community. As the information
higt;lway widens, so do the endless opportunities for hackers to compromise our
communications systems. I do not believe it when the hackers state they only "hack' to
gain knowledge. If this were the case, there wouldn't be a toll fraud. While it is the
hacker who breaks in to the systems and sells the information, it is the call operations
that truly profit from it.

Until we come up with an 1IdeqI" method for IIIw enforcement to catch and prosecute
these criminals, toll fraud will continue to grow beyond the $5 billion problem it is today.
Legislation must be developed that clearty defines and penalizes this criminal activity
and gives law enforcement the tools it needs to track and prosecute the perpetrators of
toll fraud.

Toll fraud is an illegal, fraudulent theft of service. I am encouraged that if we all work
together we can make a positive impact on this monumental problem.
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Communications Engineering Manager

City of Tempe

cc: Patrick Flynn, Management Services Director
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January 13, 1994

Mr. William F. Caoton
A~SeePetM'y

Federal Communications Commission
1919 M. Street NW
Washington, D.C. 20554)
RE: CC Docket 93-292---
Dear Mr. Canton:

.
It was with great interest ;J .rea4 the ~t.FCC Notice, o(Pnlpos.ed Rulem..king coQCel.'Ding Toll
Fraud. ki'atelecommUDicatiODS;prof~ionalwho:is ~poasible for my company's cp~unications
systems, I anrencotJnllt'd by tlie~posed.rulemalringIiecause even though I have,~,~ch,and
every protective step recommended by the IXC's and CPE vendors to secure my systems, I can still
experience toll fraud. It is impossible to secure my system 100% from fraud.

PBX oWners should not be responsible for 100% of the toll fraud if we don't control 100% of our
destiny. Since our destiny is not only controlled by our PBX security precautions, but also by the
information, services and equipment provided IXC's LECs and CPEs, the law should reflect that.
It is preposterous to think that the IXCs, LECs and CPEs who all have a very important part in
this issue, have absolutely no legal obligations to warn customers and therefore, DO real incentive
to stop fraud.

CPEs should be required to provide warnings about the risks of toll fraud with their equipment and
provide recommended counter methods. It is critical that CPE9 ship equipment without default
password which are well known within the. hacker community. Passwords should be created during
the installation of the equipment with the customers full knowledge. CPEs should be required to
include security-related hardware and software and in the price of their systems. When you buy
a car, the lock and key are provided in the design and price of the car. Not an acljunct that you
have to purchase later.

No. of CoPiesrec'~
UstABCOE

Wbileth4! programs ofTe~ by IXC's,. such as Mel Detect, AT& T NeWrotectMDdSprint Guard
have brokeR llewgroundin relatioB to preventing toll fraud, they stilIdpn'~do~~ . Some of
these services:are too expensive for smaller ~paniesand theeducatioDal iDfo~OJlissuperficial.
Monitoring by the IXCs should be a part of the basic interexchange service offerings, as all
companies, large and small, are vulnerable to toll fraud. If the IXCs were monitoring all tramc,
there wouldn't be any cases of toll fraud for periods longer than a day.
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As backers beIin new methods of breaIdDg in to systems by using local lines instead of 800 nmnbers,
the LECs should be required to offer monitoring services similar to the IXCs.

I applaud the provisions outlined in the NPRM on shared liability. They are fair aad equitable.
Shared liability will require clear deftnitions of the spedfk responsibilities of the CPE owner to
secure their equipmeut, the manufacturer to acIequateIy warn the customer of the toll fraud risks
associated with features of the CPE, and the IXCs and LECs to offer detection and prevention
programs and educational services. If toll fraud occurs and one of the parties should fail to meet
these responsibilities aod prove to be 1lIItiImt, then they should bear the cost of the fraud. I do
not believe any ...'......oId be .." ••,11 .. dIe ..eftd...... Sbouldal puties have met
die aforemellttGlletl respobsIbmties, and toll fralJdoccurs, then ItabJUty should be shared equaDy.

However, shared liability only addresses the symptom of the problem of toll fraud and not the
cause.

The root of this iDsidious crime of toll fraud is the hacker community. As the information highway
widens, so do ttae eodIess opportunities for hackers to compl'OlDile our commuolcadoo systems. I
do not believe it when the backers state they only 'hack' to pin knowJedae. If tbIs were the case,
there wouldn't be a toll fraud problem. While it is the hacker who breaks in to the systems and
sells the information, it is the call sell operations that truly profit from it.

Until we come up with an adequate method for law enforcement to catch and prosecute these
criminals, toll fraud will continue to grow beyond the $5 billion problem it is today. We must
develop legislation that clearly det1nes and penalizes this criminal activity and gives law enforcement
the tools it needs to track and prosecute the perpetrators of toU fraud.

Toll fraud is an illegal, fraudulent theft of service. I am encouraged that if we aU work together
we can make a positive impact on this terrible problem.

Director, Telecommunications Services

KJL/jh



eJAMES RIVER CORPORATION
WESTERN TRANSPORTATION•. . ano NW F~' _. ,"",000, OR ",,,

PO. Box 3869 Portland, OR 97208 (503) 294-8200

January 13, 1994

Mr. William P. Canton
AcUna secretary
Pederal Communications Commission
1919 M Street NW

Washlnlton. D.C. 2055.4.)

RB: CC Docket 93·292-
Dear Mr. Canton:

It was with areat interest I read the recent PCC Notice of Proposed Rulemaking concernini Toll
Praud. As a telecommunications professional who is responsible for my company's
communications systems, I am encouraged by the proposed Nlemaldng because even lhou&h I
have taken each and overy protective step recommended by the IXC's and CPB vendors to secure
my systems, 1can still experience toU fraud. It is impoui.b1D to secure my system 100" from
fraud.

PBX owners shou14notrbe responsible for 100" of the toll fraud if we don't contro1100% of
our destiny. Since QUr.destiny is not only controlled by our PBX security precautions, but also
by the information, seM<:OS and equipment provided IXCs, LBes and <:PEs, the law should
reflect that. It is propo.terous to think that the IXes, LEC. and CPEs who al1 have a very
important part in this issue, have absolutely no lep1 obJiptions to warn customers and therefore,
no real incentive to stop fraud.

CPBs should be J'eQ.uired to provide warnings about the risks of toll fraud with their equipment
and provide recomm:ended counter methods. It is critical that CPR, ship 'equipment without
default ~a'tVord» ~~UCll ~ well kiivwll w~lhiil the hacker conuuunhy. Passwolds JlhOl~ld be
created durin, the i".tallation of the equipment with the customers full knowledae. CPEs should
be required to include securlty·relatecl hardware and software in the price of their Iy.tems. When
you buy a car, the lock and key are provided in the desiln and price of the eat. Not an adjunct
that you have to purchaae later. '

While the pro,rams offered by tXCs, such u Mel Detect, AT&T NetProteet and Sprint Guard
have broken new ground in relation to preventina toll. fraud, they still don't do enouah. Some of
these services are·1OO "pensive for smallet' coml*lles and the educational information is
superficial. Monitortin, by the IXC. should be a part of the basic intcrexchanlc serVice
offerings, ~ aU ~panies, large and small. are vulnerable to toll fraud. If the IX-Cs were
monitoring all traffic, there wouldntt be any cases of toll fraud for periods longer than a day.

No~ of Copiesrec'~ •
UstABCOE
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At hackers becin new methods of breaking in to systems by using local lines instead of 800
numbers, the LEes should be required to offer monitoring services similar to the IXCs.

J agplaud the provisions ouUincd in the NPRM on shared liability. They are fair and equitable.
, Shared liability will require clear defmitions of the specific responsibilities of the CPB owner to

secure their eq.uipment, the manufacturer to adequately warn the customer of the of the toll fraud
riab associated with features of the CPB, and the IXCs and LEes to offer detection and
prevention program. and educational services. If toll fraud occurs and one of the pulles should
fail to meet these responsibilities and prove to be negli,ent, then they should bear the cost of the
fraud. I do not believe any damaaes should be awarded to the aggrieved parties. Should all
partlcs have met the aforementioned responsibilities, and toll fraud occurs, then liability should be
ahared equally.

However, shared JilbUity only addressesthe'aymptom of the problem of toll fraud and not the
cause•

.The root of this insidious crime of toll fraud is the hacker community. As the information
htahway widens. so do the endless opportunfttes for hackers to compromise our communication
systems. I do not believe it when the hac~:ers state they only 'hack' to aain knowledge. If this
were the case, there wouldn't be a toll fraud problem. While it is the hacker who breaks in to
the systems and sella the infonnation, it is the call Sf~ operations that truly profit from it.

Until we come up with an adequate method tor law enforcement to catch and prosecute these
criminals, toll fraud will continue to crow b,eyond the S5 billion problem it is today. We must
develop leaislation that clearly defmes and penalizes this criminal activIty and aives law
enforcement the tools it needs to track and prosecute the perpetrators of toll fraud.

Toll fraud ii an illept. fraudulent theft of service. I am encouraged that if we all work together
we can make a positive impact on this terrible problem.

Wendy L. ddle
Telecomm nications Manager
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Mr. William F. Canton
Acting secretary
Federal Communication$
1919 M street NW
Washington, D.C. 20554

RE: CC Docket 93-292-Dear Mr. Canton:

It was with great interest I read the recent FCC Notice
of Proposed Rulemaking concerning Toll Fraud. As a
telecommunications professional who is responsible for
my company's communications systems, I am encouraged by
the proposed rulemaking because even though I have
taken each and every protective step recommended by the
IXC'S and CPE vendors to secure my systems, I can still
experience toll fraud. It is impossible to secure my
system 100% from fraud.

PBX owners should not be responsible for 100%,of the
toll fraud if we don't contro~ 100% of our destiny.
since our destiny is not only controlled by our PBX
security precautions, but also by the information,
services and equipment provided IXCs, LECs and CPEs,
the law should reflect that. It is preposterous to
think that the IXCs, LECs and CPEs who all have a very
important part in this issue, have absolutely no legal
obligations to warn customers and therefore, no real
incentive to stop fraud.

CPEs should be required to provide warnings about the
risks of toll fraud with their equipment and provide
recommended counter methods. It is critical that CPEs
ship equipment without default passwords which are well
known within the hacker community. Passwords should be
created during the installation of the equipment with
the customers full knowledge. CPEs should be required
to include security-related hardware and software in
the price of their systems. When you buy a car, the
lock and key are provided in the design and price of
the car. Not an adjunct that you have to purchase
later.

While the programs offered by IXC's, such as MCI
Detect, AT&T NetProtect and Sprint Guard have b.roken. ~

No. of Copies ree' .
ListABCOE



new ground in relation to preventing toll fraud, they
still don't do enough. Some of these services are too
expensive for smaller companies and the educational
information is superficial. Monitoring by the IXCs
should be a part of the basic interexchange service
offerings, as all companies, large and small, are
vulnerable to toll fraud. If the IXCs were monitoring
All traffic, there wouldn't be any cases of toll fraud
for periods longer that a day. As hackers begin new
~hods of breakinq in to syst... by using local lines
instead of 800 numbers, the LECs should be required to
offer monitoring services similar to the IXCs.

I applaud the provisions outlined in the NPRM on shared
liability. They are fair and equitable. Shared
liability will require clear definitions of the
specific responsibilities of the CPE owner to secure
their equipment, the manufacturer to adequately warn
the customer of the toll fraud risks associated with
features of the CPE, and the IXCs and LECs to offer
detection and prevention programs and educational
services. If toll fraud occurs and one of the parties
should fail to meet these responsibilities and prove to
be negligent, then they should bear the cost of the
fraud. I do not believe any damages should be awarded
to the aggrieved parties. Should all parties have met
'the aforementioned responsibilities, and toll fraud
occurs, then liability should be shared equally.

However, shared liability only addresses the sYmptom of
the problem of toll fraud and not the cause.

The root of this insidious crime of toll fraud is the
hacker community. As the information highway widens,
so do the endless opportunities for hackers to
compromise our communication systems. I do not believe
it when the hackers state they only 'hack' to gain
knowledge. If this were the case, there wouldn't be a
toll fraud problem. While it is the hacker who breaks
in to the systems and sells the information, it is the
call sell operations that truly profit from it.

Until we come up with an adequate method for law
enforcement to catch and prosecute these criminals,
toll fraud will continue to grow beyond the $5 billion
problem it is today. We must develop legislation that
clearly defines and penalizes this criminal activity
and gives law enforcement the tools it needs to track



and prosecute the perpetrators of toll fraud.

Toll fraud is an illegal, fraudulent theft of service.
I am encouraged that if we all work together we can
make a positive impact on this terrible problem.

\mp



Biotech Group
Hyland Division

Baxter Healthcare Corporation
550 North Brand Boulevard
Glendale, California 91203

818.956.3200
Fax: 818.507.5596

Baxter

January 13, 1994

Mr. William F. Canton
Acting Secretary
Federal Communications Commission
1919 M Street NW
Washington D.C., 20554

RE: CC Docket 93-292

Dear Mr. Canton:

It was with great interest I read the recent FCC Notice of Proposed Rulemaking
concerning Toll Fraud. As a telecommunications professional who is responsible for my
company's communications systems, I am encouraged by the proposed rulemaking because
even thoughl have taken each and every protective step recommended by "the IXCs and
CPE vendors to secure my systems, I still experience toll fraud. It is impoS$ib'le to secure
my system 100% from fraud.

PBX owners should not be responsible for 100% of the toll fraud if we don't control
. 100% of our destiny. Since our destiny is not only controlled by our PBX security
precautions, but also by the information, services and equipment provided by the IXCs,
LECs and CPEs, the law should reflect that. It is preposterous to think that the IXCs,
LECs and CPEs who all have a very important part in this issue, have no legal obligations
to warn customers and therefore, no incentive to stop fraud.

CPEs should be required to provide warnings about the risks of toll fraud with their
equipment and provide recommended counter methods. It is critical that CPEs ship
equipment without default passwords which are well known within the h.acker community.
Passwords sh.ould be created during the installation of the equipment with customers full
knowledge. CPEs should be required to include security-related hardware and software
in the price of their systems. When you buy a car, the lock and key are provided in the
design and price of the car. Not an adjunct that you have to purchase later.

While the programs offered by IXCs, such as MCI Detect, AT&T NetProtect and Sprint
Guard have broken new ground in relation to preventing toll fraud, they still don't do
enough. Some of these services are too expensive for smaller corttillmies and the
educational information is superficial. Monitoring by the IXCs should be:a.part of the
basic interexchange service offerings, as all companies, large and small, are vulnerable
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Mr. William F. Canton
January 13, 1994
Page 2

to toll fraud. If the IXCs were monitoring all traffic, there wouldn't be any cases of toll
fraud for periods longer than a day. As hackers begin new methods of breaking in to
systems by using local lines instead of 800 numbers (which was the case with my
company's most recent toll fraud incident), the LECs should be required to offer constant
monitoring services similar to the IXCs.

I applaud the provisions outlined in the NPRM on shared liability. They are fair and
equitable. Shared liability will require clear definitions of the specific responsibilities of
the CPE owner to secure their equipment, the manufacturer to adequately warn the
customer of the toll fraud risks associated with features of the CPE, and the IXCs and
LECs to offer detection and prevention programs and educational services. If toll fraud
occurs and one of the parties should fail to meet these responsibilities and prove to be
negligent, then they should bear the cost of the fraud. I do not believe any damages
should be awarded to the aggrieved parties. If all parties have met the responsibilities,
and toll fraud occurs, then liability should be shared equally.

However, shared liability only addresses the symptom of the problem of toll fraud and not
the cause. The root of this insidious crime of toll fraud is the hacker community. As the
information highway widens, so do the endless opportunities for hackers to compromise
our systems. I do not believe it when the hackers state that they only "hack" to gain
knowledge. If this were the case, there wouldn't be a toll fraud problem. While it is the
hacker who breaks into the systems and sells the information, it is the call sell operations
that profit from it.

Until we come up with an adequate method of law enforcement to catch and prosecute
these criminals, toll fraud will continue to grow beyond the $5 billion problem it is today.
We must develop legislation that clearly defines and penalizes this criminal activity and
gives law enforcement the t'Ools it needs to track and prosecute (to the fullest extent of
the law) the perpetrators of toll fraud.

Toll fraud is an illegal, fraudulent theft of service. I am sure that if we work together we
can make a impact on this terrible problem.

Sincerely,

Leonard T. Greenlee
Manager, Administrative Services & Telecommunication
Baxter Biotech - Hyland Division
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January 11, 1994

Mr. William F. Canton
Acting Secretary
Federal Communications Commission
1919 M Street NW
Washington, DC 20554

Re: CC Docket no. 93-292

Dear Mr. Canton:

, am a telecommunications professional who is responsible for my
company's telecommunication systems and I am painfully aware that
although I may reduce the risk, no matter how many steps I take to secure
my systems, f am still vulnerable to toll fraud. That is why I am so
encouraged by the proposed rule making.

PBX owners should not be responsible for 100% of toll fraud if we are not
controlling 100% of our destiny. This destiny is ultimately controlled by not
only our implementation and proper use of PBX security features but by the
information, equipment and services provided by IXCs, LECs and CPE vendors.
The legal obligations of the 'XCs, LECs and CPE vendors should provide the
proper incentive to reduce and eliminate all toll fraud.

Current programs offered by some IXCs (Sprint Guard™, MCI Detect™, and
AT&T Netprotect™ ) and insurance companies are too expensive. Monitoring'
and proper notification by the IXCs must be a part of the basic interexchange
service offerings. This should eliminate cases of toll fraud greater then 24
hours.

LECs must also provide monitoring and proper notification as a part of their
basic service offerings. Local lines are as vulnerable to toll fraud. As the
line between 'XC and LEC becomes fuzzier, monitoring and proper
notification by all carriers will be even more applicable.



CPE vendors need to provide telecommunications security as a cost of doing
business instead of an opportunity to sell additional products and services.
CPE vendors should be required to provide warnings about the risks of toll
fraud, as it specifically relates to their equipment and provide solutions to
reduce the risk of toll fraud. All CPE should be delivered without standard
default passwords, which are well known to the criminal community. All
login IDs, including those used by the vendor, should be disclosed at the time
of purchase and at installation. All customer passwords should changed or
created at installation and the customer should receive written assurance
that all vendor passwords will meet minimum requirements regarding
length, change schedule, and alpha numeric format. CPE vendors should be
encouraged to offer security related hardware and software in the price of

...._._. their systems.

The provisions outlined in the NPRM are fair and equitable. Shared liability
will require clearly defining the responsibilities of the;

- CPE owner to secure their equipment
- CPE vendors to warn customers of the specific toll fraud risks

associated with their equipment
- IXCs and LECs to offer detection, notification, prevention, and

education offerings and services

If toll fraud occurs due to the negligence of one or more parties then the
financi~1 loss should be equitably distributed among those negligent parties.
If their is no proven negligence the financial loss should be eqUitably
distributed among CPE owner, and all CPE vendor(s), LEC(s) .and IXC(s)
involved. '

Toll Fraud is a financially devastating problem that effects the entire
'tefecommuniCations industry including users, vendors and carriers. I am sure.
that if we all work together we can and will make a positive impact on this
problem.
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January 13, 1994

Mr. William F. Canton
Acting Secretary
Federal Communications Co ission
1919 M Street NW
Washington D.C. 20554

It was with'~at ititerestJ read the recent FCC Notice ofProposedRulematdngconceriwtg Toll
Fraud. As a telecommunications professional who is responsible for my company's
communications systems, I am encouraged by the proposed rulemaking because even though I
have taken each and every protective step recommended by the IXCs and CPE vendors to secure
my systems, I can still experience toll fraud. It is impossible to secure my system 100% from
fraud.

PBX owners should not be responsible for 100% of the toll fraud if we don't control 100% of
our destiny..· SiBcc·our destiny is not only controlled by our PBX security precautions, but also
by the information, services and equipment provided IXCs, LECs and CPEs, the law should
reflect that. It is preposterous to think that the IXCs, LECs and CPEs who all have a very
important part in this issue, have absolutely no legal obligations to warn customers and therefore,
no real incentive to stop fraud.

CPEs should be required to provide warnings about the risks of toll fraud with their equipment
and provide m:ommended counter methods. It is critical that CPEs ship equipment without
default passwords" which are well known within the hacker community. . Passwords .should be
created dUring the installation of the equipment with the customers full knowledge. CPEs should
be requited-tO'mcIude security-related hardware and software in the price of their systems. When

you buy a. Car, th.e lOCk. and key are provided in the design and price of the car.. Not an adj~.;.
that you- have to purchase later.. "'" .

No. of Copies rsc'd
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Mr. William F. Canton -2- January 13, 1994

While the programs offered by lXCs, such as MCl Detect, AT&T NetProtect and Sprint Guard
have broken new ground in relation to preventing toll fraud, they still don't do enough. Some of
these services are too expensive for smaller companies and the educational information is
superficial. Monitoring by the IXCs should be a part of the basic interchange service offerings,
as all companies, large and small, are vulnerable to toll fraud. If the lXCs were monitoring illl
traffic, there wouldn't be any cases of toll fraud for periods longer than a day.

As hackers begin new methods of breaking in to systems by using local lines instead of 800
numbers, the LECs should be required to offer monitoring services similar to the lXCs.

I applaud the provisions outlined in the NPRM on shared liability. They are fair and equitable.
Shared liability will require clear definitions of the specific responsibilities of the CPE owner to
secure their equipment, the manufacturer to adequately warn the customer of the toll fraud risks
associated with features of the CPE, and the IXCs and LECs to offer detection and prevention
programs and educational services. If toll fraud occurs and one of the parties should fail to meet
these responsibilities and prove to be negligent, then they should bear the cost of the fraud. I do
not believe any damages should be awarded to the aggrieved parties. Should all parties have met
the aforementioned responsibilities, and toll fraud occurs, then liability should be shared equally.

However, shared liability only addresses the symptom of the problem of toll fraud and not the
cause.

The root of this insidious crime of toll fraud is the hacker community. As the information
highway widens, so do the endless opportunities for hackers to compromise our communication
systems-. I do not believe it when the hackers state they only 'hack' to gain knowledge. If this
were the case, there wouldn't be a toll fraud problem. While it is the hacker who breaks in to the
systems and sells the information, it is the call sell operations that truly profit from it.

Until we come up with an adequate method for law enforcement to catch and prosecute these
criminals, toll fraud will continue to grow beyond the $5 billion problem it is today. We must
develop legislation that clearly defines and penalizes this criminal activity and gives law
enforcement the tools it needs to track and prosecute the perpetrators of toll fraud.

Toll fraud is an illegal, fraudulent theft of service. I am encouraged that if we all work together
we can make a positive impact on this terrible problem.

Sincerely,

i~~
Communications Manager
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January 10, 1994

Mr. William F. Canton
Acting Secretary
Federal Communications Commission
1919 M Street NW )
Washington, D.C. 20554

RE: CC Docket 93-292
~ "

Dear Mr. Canton:

It was with great interest I read the recent FCC Notice of Proposed Rulemaking
concerning Toll Fraud. Asa telecommunications professional who is responsible for my
company's communications systems, 1 am encouraged by the proposed rulemaking
because, even though I have taken every proteetivestep recommended by the IXC's and
CPE vendors to secure my systems, I can still experience toll fraud. It is impossible to
secure my system 100% from fraud.

PBX owners should not be responsible for 100% of the toll fraud if we don't control 100%
of our <;testiny. Since our destiny is not only controlled by our PBX security precautions,
but also by the information, services and equipment provided IXCs, LECs and CPEs, the
law should reflect that. It is preposterous to think that the IXCs, LECs and CPEs who all
have a very important part in this issue, have absolutely no legal obligations to warn
customers and therefore, no real incentive to stop fraud.

CPEs should be required to provide warnings about the risks of toll fraud with their
equipment, and provide recommended counter methods. It is critical that CPEs ship
equipment without default passwords which are well known within the hacker community.
Passwords should be created during the installation of the equipment, with the customers
full knowledge. CPEs should be required to include security-related hardware and
software in the price of their systems. When you buy, a car, the lock and key are
provided in the design and price of the car. Not an adjunct that you have to purchase
later.

While the programs offered by thelXCs, such as MCI Detect, AT&T NetProteetand Sprint
Guard, have broken new ground in relation to preventing toll fraud, they still don't do
enough. Some of these services are too expensive for smaller companies and the
educational information is superficial. Monitoring by the IXes should be a part of the
basic interexchange service offerings, as all companies, large and small, are vulnerable~.
to toll fraud. If the IXCs were monitoring all traffic, there wouldn't be any cases .of tol! ".
fraud for periods longer than a day. ~i ~B~Ees rae d
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As hackers begin new methods of breaking into systems by using local lines instead of
800 numbers, the LECs should be required to offer monitoring services similar to the
IXCs.

I applaud the provisions outlined in the MPRM on shared liability. They are fair and
equitable. Shared liability will require clear definitions of the specific responsibilities of the
CPE owner to secure their equipment, the manufacturer to adequately warn the customer
of the toil-fraud risks associated with features of the CPE, and the IXCs and LECS to offer
detection and prevention programs and educational services. If toll fraud occurs and one
of the parties should fail to meet these responsibilities and prove to be negligent, then
they should bear the cost of the fraud. I do not believe any damages should be awarded
to the aggrieved parties. Should all parties have met the aforementioned responsibilities,
and toll fraud occurs, then liability should be shared equally.

However, shared liability only addresses the symptom of the problem of toll fraud and not
the cause.

The root of this insidious crime of toll fraud is the hacker community. As the information
highway widens, so do the endless opportunities for hackers to compromise our
communication systems. I do not believe it when the hackers state they only "hack" to
gain knowledge. If this were the case, there wouldn't be a toll-fraud problem. While it is
the hacker who breaks in to the systems and sells the information, it is the call sell
operations that truly profit from it.

Until we come up with an adequate method for law enforcement to catch and prosecute
these criminals, toll fraud will continue to grow beyond the $5 billion problem it is today.
We mU,st develop legislation that clearly defines and penalizes this criminal activity and
gives law enforcement the tolls it needs to track and prosecute the perpetrators of toll
fraud.

Toll fraud is an illegal, fraudulent theft of service. I am encouraged that if we all work
together, wacan make a positive impact on this terrible problem.

Barbara Palant
Communications Consultant

BP:JS
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January 12, 1994

Mr. William F. Canton
Acting Secretary
Federal Communications C mission
1919 M Street NW
Washington, DC 20554

Re: CC Docket #93-292

Dear Mr. Canton:

I am a telecommunications professional who is responsible for my company's telecommunication
systems and I am painfully aware that although I may reduce the risk, no matter how many steps
I take to secure my systems, I am still vulnerable to toll fraud. That is why I am so encouraged
by the proposed role making.

~"

PBX owners sbould not be· responsible for 100% of tQll fraud. if we areu,otcQtltJ:'Qlling.100%
of our destiny~ This destiny is ultimately controlled by. not only our implem~,andp~per
use of PBX security features but by the information, equipment andservic~ proyiiSed by !XCs,
LECs and CPE vendors. The legal obligations of the !XCs, LEes and CPE vendors should
provide the proper incentive to reduce and eliminate all toll fraud.

Current programs offered by some !XCs (Sprint Guardlm
, MCI DetectlDt, and AT&T Netprotectlm)

and insurance companies are too expensive. Monitoring and proper notification by the !XCs
must be a part of the basic interexchange service offerings. This should eliminate cases of toll
fraud greater than 24 hours.

LECs must also provide monitoring and proper notification as a part of their basic service
offerings. Local lines are as vulnerable to toll fraud. As the line between IXC and LEC
becomes fuzzier, monitoring and proper notification by all carriers will be even more applicable.
CPE vendors need to provide telecommunications security as a cost of doing business instead
of an opportunity to sell additional products and services. C,PE vendors should be required to
provide warnings about the risks of toll fraud, as it specifically relates to tbeir equipment and
provide solutions to reduce the risk of toll fraud. All C;PE should be delivete<i wijhQut standard
default passwords, which as well known to the criminal community. All.1oiPl D)s, including
those used by the vendor, should be disclosed at the time of purchase andatinstaUation. All
customer passwords should be changed or created at installation and the customer ~ould receive
written assurance that all vendor passwords will meet minimum requirements regarding length,
change schedule, and alpha numeric format. CPE vendors should be encouraged to offer
security related hardware and software in the price of their systems.

901 South National Avenue
Springfield, Missouri 65804-0089
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The provisions outlined in the NPRM are fair and equitable. Shared liability will require clearly
deftning the responsibilities of the following:

- CPE owner to secure their equipment
- CPE vendors to warn customers of the speciftc toll fraud risks

associated with their equipment
- IXCs and LECs to offer detection, notiftcation, prevention, and

education offerings and services

If toll fraud occurs due to the negligence of one or more parties then the fmancialloss should
be equitably distributed among those negligent parties. If there is no proven negligence the
ftnancialloss should be equitably distributed among CPE owner, and all CPE vendor(s), LEC(s)
and IXC(s) involved.

Toll Fraud is a fmancially devastating problem that affects the entire telecommunications
industry including users, vendors and carriers. I am sure, that if we all work together we can
and will make a positive impact on this problem.

Sincerely,

Tim Kilpatrick, Director
Business Services



January 11, 1994

Mr. William F. Canton
Acting Secretary
Federal Communications Commission
1919 M Street NW
Washington, DC 20554

Re: CC Docket no. 93-292

Dear Mr. Canton:

I am a telecommunications professional who is responsible for my
company's telecommunication systems and I am painfully aware that
although I may reduce the risk, no matter how many steps I take to secure
my systems, I am still vulnerable to toll fraud. That is why I am so
encouraged by the proposed rule making.

PBX owners should not be responsible for 100% of toll fraud if we are not
controlling 100% of our destiny. This destiny is ultimately controlled by not
only our implementation and proper use of PBX security features but by the
information, equipment and services provided by IXCs, LECs and CPE vendors.
The legal obligations of the IXCs, LECs and CPE vendors should provide the
proper incentive to reduce and eliminate all toll fraud.

Current programs offered by some IXCs (Sprint Guard™, MCI Detect™, and
AT&T Netprotect™ ) and insurance companies are too expensive. Monitoring
and proper notification by the IXCs must be a part of the basic interexchange
service offerings. This sho:.J:d eiiminate cases of toll fraud greater then 24
hours.

LECs must also provide monitoring and proper notification as a part of their
basic service offerings. Local lines are as vulnerable to toll fraud. As the
line between IXC and LEC becomes fuzzier, monitoring and proper
notification by all carriers will be even more applicable.

No. oIOG111M18C'~.
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CPE vendors need to provide telecommunications security as a cost of doing
business instead of an opportunity to sell additional products and services.
CPE vendors should be required to provide warnings about the risks of toll
fraud, as it specifically relates to their equipment and provide solutions to
reduce the risk of toll fraud. All CPE should be delivered without standard
default passwords, which are well known to the criminal community. All
login IDs, including those used by the vendor, should be disclosed at the time
of purchase and at installation. All customer passwords should changed or
created at installation and the customer should receive written assurance
that all vendor passwords will meet minimum requirements regarding
length, change schedule, and alpha numeric format. CPE vendors should be
encouraged to offer security related hardware and software in the price of
their systems.

The provisions outlined in the NPRM are fair and equitable. Shared liability
will require clearly defining the responsibilities of the;

- CPE owner to secure their equipment
- CPE vendors to warn customers of the specific toll fraud risks

associated with their equipment
- IXCs and LECs to offer detection, notification, prevention, and

education offerings and services

If toll fraud occurs due to the negligence of one or more parties then the
financial l,oss should be equitably distributed among those negligent parties.
If their is no proven negligence the financial loss should be equitably
distributed among CPE owner, and all CPE vendor(s), LEC(s) and IXC(s)
involved.

Toll Fraud is a financially devastating problem that effects the entire
telecommunications industry including users, vendors and carriers. I am sure.
that if we all work together we can and will make a positive impact on this
problem.
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January 11, 1994

Mr. William F. Canton
Acting Secretary
Federal Communications Commission
1919 M Street NW
Washington, DC 20554

Re: CC Docket no. 93-292

Dear Mr. Canton:

I am a telecommunications professional who is responsible for my
company's telecommunication systems and I am painfully aware that
although I may reduce the risk, no matter how many steps I take to secure
my systems, I am still vulnerable to toll fraud. That is why I am so
encouraged by the proposed rule making.

PBX owners should not be responsible for 100% of toll fraud if we are not
controlling 100% of our destiny. This destiny is ultimately controlled by not
only our implementation and proper use of PBX security features but by the
information, equipment and services provided by IXCs, LECs and CPE vendors.
The legal obligations of the IXCs, LECs and CPE vendors should provide the
proper incentive to reduce and eliminate all toll fraud.

Current programs offered by some IXCs (Sprint Guard™, MCI Detect™, and
AT&T Netprotect™ ) and insurance companies are too expensive. Monitoring
and proper not1i'f,ication by the iXCs must be a part of the Dls,ic iflt.r~xchange

service offerings. This should eliminate cases of toll fraud greater then 24
hours. .

LECs must also provide monitoring and proper notification as a part of their
basic service offerings. Local lines are as vulnerable to toll fraud. As the
line between IXC and LEC becomes fuzzier, monitoring and proper
notification by all carriers will be even more applicable.
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